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1  Introduction

1 Introduction
We are very pleased to announce the latest release of Votiro SaaS version 24.08.11. This
version contains important enhancements to our product!



2  New Features

2 New Features
The following new features and improvements are added to this version of Votiro SaaS.

2.1 DDR – Privacy and Compliance Solution
n Image OCR solution (Alpha) - As part of our vision to provide holistic data security for

our customers, we have added a new capability – Image OCR solution. Our product
now supports detecting and masking sensitive information within image files.

n Note: The solution is supported only on images inside PDF files.

a. The user selects Enable Image OCR Solution:

b. The user selects the image to scan. An example of Masked data inside image
file:
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n Custom Rules based on Regex pattern - Our customers can now build custom policy
rules according to the organization's unique identifiers. Our engine will detect unique
identifiers and will mask the data according to policy.

a. The user creates a custom rule.

b. All the custom rules can be viewed in the displayed list.



2  New Features

c. The masked unique identifiers are indicated.

n Auto-Classification - Our product now supports auto-classification to Office files. Our
customers will be able to define rules for sensitive information and match it to
specific Microsoft sensitivity classification labeling.
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a. The user defines auto-classification rules.

b. Each office file will be analyzed with sensitive content and existing sensitivity
labeling.

c. Our product will auto-classify documents according to the auto-classification
rules.
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2.2 Microsoft Teams integration – Identity context
Our product now publishes important identity context information on all files that are
uploaded by the protected users. This information will be helpful for our customers to
understand who the top users are that handle sensitive information and suspicious activity.

This information will be published in:

n Privacy & Compliance dashboard – Top sensitive users

n Threat Analytics dashboard – Top targeted users

n File Info – File details

2.3 New UI version
n Added Privacy Risks as a new widget (File Info > Side panel, Full window)

n Changed Private information detected to Privacy Risks

n Added Mask action items under Privacy Risks
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n Added Privacy Risks to the Events table

n Changed the release unmasked label of Limited Access to Temporary Access



3  Resolved Issues

3 Resolved Issues
The following open issues have been resolved in this latest version release:

n Browser plugin - Major bug fixes

n Export Events Data – Major bugs fix

n Resolved an issue where Box integration was not working unless "monitor all users" is
checked.

n Resolved an issue where text was misaligned in specific PDF when viewing with
Adobe Reader.

n Resolved an issue where specific Ichitaro files got blocked due to a sanitization error
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