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1  Introduction

1 Introduction
We are very pleased to announce the latest release of Votiro SaaS version 23.11.12. This
version contains important enhancements to our product!



2  New Features

2 New Features
The following new features and improvements are added to this version of Votiro SaaS.

2.1 Threat Analytics Dashboard - Beta
Our product now has a new dashboard – Threat Analytics Dashboard. The Threat Analytics
Dashboard will provide important insights and analytics to our customers. Using this
dashboard, our customers will get a holistic view of the organization's threats activity.

2.1.1 Legend:

n Targeted Users – Top 10 most wanted employees

n Top Suspicious Files

t By object type

t By file type

n Suspicious Objects Detected – by timelines graph

n Win Events – Understanding the true zero trust value. Here we will present the
number of files that we have detected and eliminated as zero trust when the anti-
virus engine was not even aware of these malicious files.
* This could lead to a real security breach.

n Organization Coverage

t Customer organization coverage by connected channels and integrations

t Votiro product offering – our connectors portfolio

2.1.2 Coming soon in the GA version

n Drill down to related incidents in each dashboard component

n Resolution support



2  New Features

n Organization coverage – add more functionality

n Design visual changes

n Known bug fixes

2.2 Threat Information
We have improved our threat information. Now, the customer will be informed of the exact
nature of the detected threat. Our customers will experience an end-to-end investigation
process in our Management console. The new threat information will reduce the
investigation process for our customer security teams.

2.3 Monitor mode
Do you want to try our product before purchasing? You can now activate Monitor mode.

Our potential customers will be able to review the following activities:

n Files will be sent for product inspection.

n We will deliver the original file to the customer.

n The customer will be able to get the full experience of using our product.

n The customer will be able to get insightful analytics on threat activity and PII
(Personal Identifiable Information).



2  New Features

2.4 The new UI – GA
After a huge amount of effort on the new UI, THE NEW UI – WE ARE IN GA. We are happy to
announce that we have released and deployed the new UI for all our customers!

2.5 XML and JSON – sanitization support
After receiving customer requests and expanding our file type support, we now have
sanitization support for XML and JSON files. We will eliminate and block any suspicious
activity that can be hidden in XML/JSON files.

2.6 Menlo whitelist – Improvements
We have added support for whitelisting URLs by using wildcards. This will help us to manage
our customer whitelist URLs in an easy and simple way.



2  New Features

2.7 Engine improvements
We have improved our product by adding the following capabilities:

n Support detection and AV scan for huge files up to 40GB

n Support detection for “Bzip2” and “Xz” file types



3  Resolved Issues

3 Resolved Issues
The following open issues have been resolved in this latest version release:

n Resolved an issue where some suspicious links were not removed during sanitization

n Resolved an issue where empty folders inside files disappear after sanitization

n Resolved an issue where some DXF files got blocked due to erroneous detection

n Resolved an issue where some Password-protected files were not delivered to the
end user while using the Office365 connector

n Resolved an issue where the user didn’t get threat indications on specific PDF files
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