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V O T I R D 1 Introduction

1 Introduction

We are very pleased to announce the latest release of Votiro SaaS version 24.08.11. This
version contains important enhancements to our product!
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2 New Features

2 New Features

The following new features and improvements are added to this version of Votiro SaaS.

2.1 DDR — Privacy and Compliance Solution

Image OCR solution (Alpha) - As part of our vision to provide holistic data security for
our customers, we have added a new capability — Image OCR solution. Our product
now supports detecting and masking sensitive information within image files.

Note: The solution is supported only on images inside PDF files.

a. The user selects Enable Image OCR Solution:
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The user selects the image to scan. An example of Masked data inside image
file:
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2 New Features
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« Implem ented security best practices in software development. Education
Bachelor of Science in Computer Science, State University
Graduation Year: 2017
Skills

* = Programming Languages: Python, Java, C++
« Web Development: HTML, CSS, JavaScript
« Cybersecurity: Network Security, Data Encry ption

Social Security Number

Payment Method

Credit card: ***=*s=ssxsrsses pYP. #2exsxx [ | | *==

Custom Rules based on Regex pattern - Our customers can now build custom policy

rules according to the organization's unique identifiers. Our engine will detect unique
identifiers and will mask the data according to policy.

a. The user creates a custom rule.

Custom Rule
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b. All the custom rules can be viewed in the displayed list.
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C. The masked unique identifiers are indicated.

Data Processing

Persanal Information Detected - ey el

Home Insert  Draw

Personal information was detected of the following =
types: Date, Name, Location, Occupation, 0
GenderSexuality, Duration, LocationCity, LocationState, e
NumericalPii

Times Now.

Unique identifiers Detected -

Unigue identifiers was detected of the following types:
Detect HR Employee ID

Unique Identifiers Masked -

Unigue identifiers of the following types was masked to
asterisks according to organization policy: Detect HR
Employee ID

Sanitization Done w

File with HR label.docx sanitization process successfully
ended.
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Bob Inman: (On Camera) Wolverines spend most of their time, you look at the mountains
behind us here, where you see the timber sort of peter out and it becomes rock that’s where
wolverine spend most of their time, with the exception of young which are dispersing out of
one mountain range and into another.

Bob Inman: Because dispersal seems to be key to the persistence of this species, I think it is
critical that we learn more about where they’re likely to try and cross from one mountain
range to another and work on protecting open space within those areas. If those areas

become houses and subdivisions, wolverines may be less likely to even attempt to go through
those areas.

Mike Gurnett: The wolverine study is providing us clues to what we should do and maybe
shouldn’t do for the long-term survival of this fascinating creature that sharcs our Montana
i is Mil t among Montana’s fish, wildlife and parks.

mployee code Is ¥e=Fanraees,
nother code is *++4++kikrs,
his does not match: HR-12-XYZ.

Auto-Classification - Our product now supports auto-classification to Office files. Our
customers will be able to define rules for sensitive information and match it to
specific Microsoft sensitivity classification labeling.
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a. The user defines auto-classification rules.

labeling.

Data Security Policies
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Auto Classification
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2 New Features

Each office file will be analyzed with sensitive content and existing sensitivity

Our product will auto-classify documents according to the auto-classification
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Data Processing

rersonal intormaton veteciea

dersonal information was detected of the following types

oliticalAftiliation, Languaqe, Occupation, Organiza N, 9SS
assportNumber, BankAccou HealthcareMumber, Origir
DriverLicense

Microsoft Sensitivity Label detected
Microsoft Sensitivity Label detected with the following i1d

- - L - VWL

B4ab9301-4095-4e4b-8411-9c1427068415 and name: Genera

Microsoft Sensitivity Label was set

Microsoft Sensitivity Label was set to file accor ing ic
orgamization policy with id: e/98a22d-299cC 37e-b197
020052728754 and name: RoylLabe
Sanitization Done
File General Low Pll2.docx sanitization process successfully
ended

2.2 Microsoft Teams integration — Identity context

Our product now publishes important identity context information on all files that are
uploaded by the protected users. This information will be helpful for our customers to
understand who the top users are that handle sensitive information and suspicious activity.

This information will be published in:
Privacy & Compliance dashboard — Top sensitive users
Threat Analytics dashboard — Top targeted users

File Info — File details
2.3 New UI version

Added Privacy Risks as a new widget (File Info > Side panel, Full window)
Changed Private information detected to Privacy Risks

Added Mask action items under Privacy Risks
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Added Privacy Risks to the Events table

Changed the release unmasked label of Limited Access to Temporary Access
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3 Resolved Issues

The following open issues have been resolved in this latest version release:
Browser plugin - Major bug fixes
Export Events Data — Major bugs fix

Resolved an issue where Box integration was not working unless "monitor all users" is
checked.

Resolved an issue where text was misaligned in specific PDF when viewing with
Adobe Reader.

Resolved an issue where specific Ichitaro files got blocked due to a sanitization error



	1  Introduction
	2  New Features
	2.1 DDR – Privacy and Compliance Solution
	2.2 Microsoft Teams integration – Identity context
	2.3 New UI version

	3  Resolved Issues

