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1  Introduction

1 Introduction
We are very pleased to announce the latest release of Votiro SaaS version 23.07.30. This
version contains important enhancements to our product!



2  New Features

2 New Features
The following new features and improvements are added to this version of Votiro SaaS.

2.1 Japanese file type support
We have added sanitization support for Japanese file types.

n AutoCAD file type support:

t DWG

t DXF

t DWT

t DWS

t JWW

t SFC

t P21

t Sanitization support:

� Remove/Preserve any VBA Macros

n Ichitaro file type support:

t JTD

t JTDC

t Sanitization support:

� Remove/Preserve Macros

� Remove/Preserve original Ichitaro OLE objects
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n Other:

t XDW (DocuWorks)

t We will perform detection only.

2.2 SIEM Sumo Logic enhancement
Our product now supports a new method of sending Syslog messages to Sumo Logic – HTTP
Logs.

2.3 Office 365 enhancements
n Allow sanitization to all folders and groups (not only the “Inbox” folder)

n Single incident for multiple recipients

n * Office 365 limitations:



2  New Features

t When sending to a group, we can't aggregate the incident, so we'll see multiple
incidents instead of one incident.

t Requires re-subscription for all users:
Go to the UI, remove all subscriptions, save, and re-subscribe.

2.4 URL Protection blacklist
Our product now supports a blacklist for our URL reputation. URLs in this list will be tagged
as suspicious and will be blocked/removed. This capability allows our customers to report
suspicious URLs.

2.5 Image compare - new tool
Our team built a new version of our image compare tool. The new tool reduces regression
testing running time from days to hours! This allows us to perform fast product updates
without compromising our product quality.



3  Resolved Issues

3 Resolved Issues
The following open issues have been resolved in this latest version release:

n Resolved an issue where benign External Images references were removed in SVG
images

n Resolved an issue where the user could not sanitize password-protected files while
using Box

n Resolved an issue where big files could not be sanitized while using Menlo

n Resolved an issue where the user was unable to download the default template for a
Blocked file PDF and Blocked file password protected

n Resolved an issue where filtering incidents by “Threat by file type” was not working
from the Monitor page

n Resolved an issue where some images in PDF disappeared after sanitization

n Resolved an issue where some PDF files could not be opened after sanitization
(Adobe PDF reader)

n Resolved an issue where the license quota did not match the Tenant Management
page

n Resolved an issue where some CSV files were blocked due to timeout

n Resolved an issue where the system did not detect a threat in password-protected
archive files


	1  Introduction
	2  New Features
	2.1 Japanese file type support
	2.2 SIEM Sumo Logic enhancement
	2.3 Office 365 enhancements
	2.4 URL Protection blacklist
	2.5 Image compare - new tool

	3  Resolved Issues

