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1  Introduction

1 Introduction
We are very pleased to announce the latest release of Votiro SaaS version 24.01.14. This
version contains important enhancements to our product!



2  New Features

2 New Features
The following new features and improvements are added to this version of Votiro SaaS.

2.1 Privacy and Compliance – Analytics and Dashboard –
Beta
As part of our vision for the new market approach, we have added the first phase of privacy
and compliance capabilities.

In this version:

n We have added a 3rd party engine for the private information scanning.

n Each file will be scanned in a matter of sub-seconds.

n The analysis information will be published for our product.

n The customer will understand the full picture of the private information that runs
through his organization.

n The customer will make useful decisions based on data to ensure the organization
compliance and security.



2  New Features

These capabilities allow us to build and establish a solid baseline for our future vision of
privacy and compliance disarm capabilities.

2.1.1 Coming in phase 2:

n PII Disarm

n Identity context

n Flexible policies

2.2 OneDrive integration – First phase – Static scan
As part of our goal to expand our ecosystem and provide fast value to our customers, we
have added OneDrive integration support.

In the first phase:

n The customer can integrate his OneDrive organization account and scan the
organization's existing files.

n Each file will be scanned, and the Threat and Private information analysis will be
published for our product.

n The customer can choose to detect only or perform a full CDR process.



2  New Features

The GA version will contain:

n Release original file to OneDrive.

n Shared folders scan will be supported.

n Known bug fixes.

n Identity context

2.3 Microsoft Teams Integration – Beta
After performing a few testing cycles to ensure our product quality, we officially released
the beta version for Microsoft Teams.

n Our product now offers secure file messaging using Microsoft Teams.

n Organizations that use Microsoft Teams for instance messaging internally and
externally can now be protected by Votiro.
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2.4 Threat Analytics Dashboard – GA
After flying in Beta mode for a few weeks, receiving great feedback, and performing a few
iterations to improve our product, the Threat Analytics Dashboard is now GA!

The GA version contains major improvements:

n Drill down to related incidents in each dashboard component

n Resolution support

n Organization coverage – seamless integration

n Known bug fixes

2.5 Extended email metadata – file checksum
Our product now tags important file information to the email metadata.



2  New Features

2.6 URL Protection Blacklist – UI support
We have enhanced our URL protection capabilities and added support for URL Blacklisting.
Our customers can now add URLs to the blacklist through our management console. URLs in
that list will be tagged as suspicious and will be blocked.

2.7 HTML Attachments sanitization
As part of our vision for resilience CDR, we have added sanitization support for HTML
Attachments. HTML files that are attached to emails will now be sanitized and any
suspicious activity will be eliminated.

2.7.1 Coming soon

Robust HTML files sanitization from any file source

2.8 Additional enhancements and capabilities
We have improved our product by adding the following capabilities:

n RMPSG files are now set to be skipped by default policy.

n Complex files are now considered as a threat.

n The new UI – bug fixes

n Insert Password-Protected portal URL to Email body.

n Reduced false positive on URL scanning

n Chrome Browser plugin improvements:



2  New Features

t The plugin now supports downloading multiple files in OneDrive and
SharePoint.

t Resolved an issue where some csv files were corrupted after sanitization



3  Resolved Issues

3 Resolved Issues
The following open issues have been resolved in this latest version release:

n Resolved an issue where the threat information code was empty on PDF files with a
specific threat

n Resolved an issue where large files couldn’t be downloaded using Menlo integration

n Resolved an issue where the block reason was shown as grabbled inside a blocked file
PDF

n Resolved an issue where an item metadata sanitized file size was “0”
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